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Identifying the code under analysis and its actions.
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Design and Implementation

Our hardware­level taint tracking is similar in
spirit to a number of previous systems [10,
26, 13, 35, 12].
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Control flow evasion

switch(x) {
case ’a’: y=’a’; break; case ’b’: y=’b’; break; ...
}
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